**三级等保测评项目要求**

|  |  |  |
| --- | --- | --- |
| **指标项** | **指标项** | **技术规格要求** |
| 等保测评服务 | 基本要求 | 对瑞安市妇幼保健院2.0标准2个三级信息系统进行等级测评及协助备案，系统名称为：面向患者服务系统、基础支撑系统。 |
| 测评内容 | 根据瑞安市妇幼保健院信息系统的安全保护等级，并依据《GB/T 22239-2019 信息安全技术 网络安全等级保护基本要求》、《GB/T 28448-2019信息安全技术 网络安全等级保护测评要求》的条款要求，逐一对信息系统的安全保护等级进行测评，测评的内容包括但不限于以下内容：  （1）安全技术测评：包括物理安全、网络安全、主机系统安全、应用安全和数据安全等五个方面的安全测评。  （2）安全管理测评：安全管理机构、安全管理制度、人员安全管理、系统建设管理和系统运维管理等五个方面的安全测评。 |
| 项目输出 | 测评结束后，应提供如下报告：  （1）《信息系统等级保护测评报告》；  （2）《信息系统等级保护整改建议》；  测评工作结束后，协助委托方完成系统的备案工作。 |
| 保密要求 | 测评服务商具体测评工作和等级保护测评报告的编写，必须在采购人的指定地点进行。对于测评中的重要资料和结果，在测评期间和测评结束后，测评服务商不得带离该地点。  测评服务商对本技术要求中的内容及在响应过程中接触的设备信息、数据资料等负有保密责任，不得泄露给任何第三方。无论测评服务商成交与否，其对上述内容的保密责任将长期存在。 |
| 资质要求 | （1）测评服务商具有公安部第三研究所颁发的网络安全等级测评与检测评估机构服务认证证书；  （2）测评服务商具备有效的浙江省专精特新中小企业证书；  （3）测评服务商具有有效的中国合格评定国家认可委员会检验机构认可证书（CNAS）且能力范围包含云计算安全扩展要求和工业控制系统安全扩展；  （4）测评服务商具有信息安全风险评估服务资质；  （5）测评服务商具有信息安全应急处理服务资质；  （6）测评服务商具有高可信的网络安全自动化渗透测试平台软著证书的；  （7）测评服务商具有基于TLV编码的数字证书数据格式合规性分析检测系统软著证书。 |
| 其他要求 | （1）等保测评服务商服务团队负责人同时具备浙江省软件行业协会颁发的信息技术（信息安全）高级工程师证书、具备高级测评师、商用密码应用安全性评估人员考核合格证书、软件性能测试高级工程师、信息安全管理工程师（高级）证书、网络安全服务能力评价证书、信息系统审计师（CISA）、具有10年以上的测评工作经验，并参与过具有大型复杂测评项目的实施经验；  （2）等保测评服务商服务团队负责人具有浙江省软件行业协会颁发的信息技术（信息安全）高级工程师证书的；  （3）拟派项目其他团队人员（项目负责人除外）同时具有软件性能测试高级工程师证书和注册数据安全治理专业人员（CISP-DSG）证书的； |